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Abstract of the contribution: This contribution proposes to update the Solution #19: Edge Application Server discovery using an Address Resolution Function to support UPF-based solution. 
1 Introduction
The Solution #19: Edge Application Server discovery using an Address Resolution Function was agreed in 3GPP SA2 #139e meeting. The Solution #22: DNS based EAS discovery supporting session breakout, with merging commonalities of solutions for DNS based EAS discovery, was also agreed in 3GPP SA2 #139e meeting. Solution #19 focuses on ARF, which is also named as LDNSR in Solution#22, forwarding the DNS message to L-DNS within the service area of the local DN, this logic handling was merged and included in Solution #22). 
In Solution #22, the following Editor’s Notes need to be addressed, and the similar problems need to be solved in Solution #19. 
· Editor’s Note: It’s FFS whether the LDNSR can be integrated into SMF or UPF.
· Editor's note: This forwarding depends on the SA WG2 decision on how to support LDNSR (in SMF, in UPF, as a stand-alone entity).

For the 3 options of the placement of LDNSR: Option 1: LDNSR as standalone NF; Option 2: LDNSR in SMF; Option 3: LDNSR in UPF.
On option 1: In the current Solution #19, the ARF is a standalone NF, it can be deployed outside 5GC e.g. by the 3rd party, it can also be deployed as a NF inside 5GC. 
· ARF is selected by the SMF and the UE context is created and managed along the lifetime of the PDU session. In case that the ARF is out of 3GPP trusted domain, NEF is also needed in the procedure. 
· As a standalone NF, the NF can be flexibly deployed centrally or locally, or outside of 3GPP 5GC, e.g. the 3rd party.
On Option 2: the following disadvantages are observed:
· The volume of DNS query is huge. If all of the DNS messages are forwarded to the SMF then it will cause heavy load on N4 interfaces.
On Option 3: the following disadvantages are observed:
· DNS server is usually visited via user plane path, which is handled now on the UPF. So if the feature is supported within 5GC, reusing the existing N4 and UPF functionalities can support the feature with less modification and higher system efficiency.
Based on above discussion, it is proposed to support both Option 1: LDNSR as standalone NF; and Option 3: LDNSR in UPF.
Therefore, the update of Solution #19 is proposed to support deploying the ARF in UPF.

2 Proposal
It is proposed to have the following changes in TR 23.748:
* * * * 1st Change * * * *
[bookmark: _Toc43317353][bookmark: _Toc43374825][bookmark: _Toc43375286][bookmark: _Toc43801810][bookmark: _Toc43806076][bookmark: _Toc43806383]6.19	Solution #19: Edge Application Server discovery using an Address Resolution Function
[bookmark: _Toc43317354][bookmark: _Toc43374826][bookmark: _Toc43375287][bookmark: _Toc43801811][bookmark: _Toc43806077][bookmark: _Toc43806384]6.19.1	Description
The principle of this solution is shown in Figure 6.19.1-1 below.


[bookmark: _Ref19808995]Figure 6.19.1-1
An Address Resolution Function (ARF) is deployed, which operates as a DNS Server/Proxy and receives all DNS queries from the UE via the user plane. The ARF determines the location of the UE via a control-plane interface with 5GC and forwards a received DNS query to a DNS server based on the determined UE location. For example, if the UE is determined to be inside the Local Data Network-2 (L-DN-2) Service Area, all DNS queries of the UE are forwarded to the L-DN-2 DNS Server. If the UE is determined to be outside of any L-DN Service Area, all DNS queries of the UE are forwarded to a Cloud DNS Server.
Each DNS Server in an L-DN can resolve the hostnames for all Edge Application Servers supported in this L-DN. The Cloud DNS Server can resolve the hostnames for all Application Servers deployed in the cloud (e.g. on the Internet). For this purpose, the Cloud DNS Server applies recursive DNS resolution and communicates with additional DNS servers on the Internet.
Instead of forwarding the received DNS queries to a DNS server, the ARF may be configured with the FQDNs and IP addresses of the Application Servers deployed in all or some L-DNs. In this case, the ARF does not forward a received DNS query to another DNS server, but may respond itself to a DNS query should the ARF possesses the necessary information.
Although the ARF is shown outside 5GC, it can be deployed as a function inside 5GC.
The details of the solution are specified in the next clause.
[bookmark: _Toc43317355][bookmark: _Toc43374827][bookmark: _Toc43375288][bookmark: _Toc43801812][bookmark: _Toc43806078][bookmark: _Toc43806385]6.19.2	Procedures
[bookmark: _Toc43317406][bookmark: _Toc43374878][bookmark: _Toc43375339][bookmark: _Toc43801863][bookmark: _Toc43806129][bookmark: _Toc43806436]6.19.2.x	General Procedure for ARF-based Solution
The solution is based on the procedure depicted in Figure 6.19.2-1 and enables the 5G network
a)	to detect when a UE attempts to discover the IP address of an Application Server and to provide to UE the IP address of the physically closest Application Server (i.e. of an Application Server located in an local Data Network (L-DN)); and
b)	to insert a local UPF (operating as BP/ULCL and PSA) to the data path after the IP address of an Application Server located in an L-DN is provided to UE.

[bookmark: _Ref19870630]
Figure 6.19.2-1
0.	The ARF possesses information about the L-DNs deployed in the 5G network. This information may be received from an EDN Configuration Server (EDN CS), as the one defined by SA WG6 in TR 23.758 [5], or may be received from the Operations, Administration and Management (OAM) system, or may be configured in the ARF via other means.
	The information in the ARF about an L-DN includes the L-DN Service Area, the address of the L-DN DNS Server, the Data Network Access Identifier (DNAI) associated with the L-DN, etc. The information in the ARF about an L-DN may also contain the FQDNs and IP addresses of the Application Servers deployed in this L-DN (so, the ARF can operate also as an L-DN DNS server). This case can be especially useful when the L-DNs and the ARF are operated by the same network operator.
1.	The UE performs a normal 5G registration to register with the 5G network.
2.	The UE requests the establishment of a PDU Session, e.g. in order to access the Internet via the 5G network.
	The SMF selects an ARF as the DNS server for this PDU Session and provides to UE the address of this ARF as the address of the DNS server. The SMF may decide to select an ARF as a DNS Server for this PDU Session because the UE subscription data indicates that the UE is allowed to access edge computing services via this PDU Session. UE is configured with a DNS server as the selected ARF during PDU session establishment by SMF via PCO. The SMF may not select an ARF as a DNS server for the PDU Session when, for example, the PDU Session is used to access IMS services and the IMS functions are deployed outside of an EDN.
	In this step, the SMF selects the UPF/PSA of the PDU Session (called the central UPF) that provides access to an external Data Network (DN), such as the Internet. The SMF may receive PCC rules from PCF which indicate that some traffic of the UE should be routed to an L-DN via a local UPF, not via the central UPF. However, the SMF does not insert a local UPF to the data path of the PDU Session because the SMF does not know if the UE will later initiate traffic that should be routed to an L-DN.
3.	After the SMF knows the IP address assigned to UE for the PDU Session (e.g. after responding to a DHCPv4 request from the UE, or after receiving a Neighbor Solicitation including the IPv6 address of the UE as part of a Duplicate Address Detection procedure), the SMF provides to the selected ARF the UE's IP address and the UE's identity (e.g. SUPI or external identifier). This UE identity enables the ARF to monitor the UE's location (see step 5 below).
4.	The ARF subscribes with SMF for receiving the new IP address of the UE, if this IP address changes later. This enables the ARF to always have the correct IP address of the UE.
5.	The ARF initiates the monitoring of UE's location either 1) by subscribing with NEF for location monitoring events and receiving location reports for this UE or 2) by utilizing the location services (LCS) of the 5GS and contacting directly the Gateway Mobile Location Centre (GMLC) via the Le reference point.
	From the received location reports and from the L-DN information received in step 0, the ARF can determine if the UE is located inside an L-DN Service Area or not. Initially, it is assumed that the UE is not located in an L-DN Service Area. Therefore, every DNS query received by ARF from the UE is forwarded to the Cloud DNS Server.
6.	The UE moves to a new location and enters an L-DN Service Area. This is identified by the ARF e.g. after receiving a location report from NEF.
7.	The ARF determines that the UE is now located inside an L-DN Service Area and it is configured to forward subsequent DNS queries from the UE to the L-DN DNS Server (not to the Cloud DNS Server).
8.	An Application Client in the UE wants to start communication with an Application Server with a hostname (or FQDN) app1.example.com. To resolve the hostname into an IP address, the UE sends a DNS query including the FQDN. This DNS query is sent to the ARF via the UPF.
9.	Since the ARF has determined that the UE is located inside an L-DN Service Area, the ARF (operating as a DNS resolver) forwards the DNS query to the L-DN DNS server.
	If the ARF contains the FQDNs and IP addresses of the Application Servers deployed in L-DNs, the ARF may resolve locally the hostname/FQDN into an IP address and can return the IP address to the UE itself, instead of forwarding the DNS query to the L-DN DNS server.
CASE A: The L-DN DNS Server provides an IP address
10.	The L-DN DNS server resolves the FQDN into the IP address "a.b.c.d" and sends a DNS Reply to ARF, which forwards the DNS Reply to UE. The DNS Reply from the L-DN DNS server indicates that there is an Application Server in the L-DN identified by the requested FQDN/hostname. The ARF forwards the DNS Reply back to the UE.
11.	The ARF triggers the 5G core network to insert a local UPF in the PDU Session data path that provides local access to the L-DN and will route the traffic between the Application Client in the UE and the Application Server in the L-DN (the Edge Application Server). For this purpose, the ARF sends a Policy Authorization Create request to PCF indicating that the uplink traffic (sent from UE) to the destination IP address "a.b.c.d" should be routed via a certain DNAI (e.g. DNAI-2). The PCF creates an associated PCC rule and sends a notification to SMF including this PCC rule.
12.	The SMF selects a local UPF that can provide access via DNAI-2 and configures this UPF to route the uplink traffic (sent from UE) to the destination IP address "a.b.c.d" via DNAI-2. All other traffic is routed by the local UPF to the central UPF.
NOTE 1:	Later, when the ARF determines that the UE exits the L-DN Service Area, the ARF can send a Policy Authorization Delete request to PCF, which can delete the associated PCC rule and inform the SMF. This can trigger the SMF to remove the local UPF from the data path of the PDU Session.
13.	At this point, user-plane communication takes place between the Application Client in the UE and the edge Application Server in the EDNL-DN via the local UPF.
NOTE 2:	The ARF may send the DNS Reply to UE, not in step 10b, but after step 11c when the 5G core has initiated the insertion of the local UPF in the data path.
CASE B: The L-DN DNS Server does not provide an IP address
10. The L-DN DNS server cannot resolve the FQDN into an IP address because there is no Application Server in the L-DN identified by the provided FQDN. Therefore, the L-DN DNS server responds with a DNS Reply containing no answer (no IP address).
11.	The ARF forwards the DNS query to a cloud DNS server or resolves the FQDN by using its own DNS information. As a result, the FQDN is resolved to the IP address "e.f.g.h".
12.	The ARF sends the DNS Reply to UE.
13. At this point, user-plane communication takes place between the Application Client in the UE and the cloud Application Server via the central UPF.
When the PDU Session is released, the SMF sends to the ARF a message to delete the UE context created in step 3 and, thus, to stop monitoring the location of this UE (unless the same UE has other active PDU Sessions associated with this ARF).
6.19.2.y	Procedure for UPF-based Solution
The solution is based on the procedure depicted in Figure 6.19.2-2, with the following difference comparing with the procedure in clause 6.19.2.x:
a)	the ARF is supported in the UPF; and
b)	the N4 interface is reused for the interaction between the ARF and the SMF.


Figure 6.19.2-y
	A function in the EDN, such as the Edge Enabler Server specified in 3GPP TR 23.578, provides "traffic influence" information for the Edge Application Server in the EDN. This traffic influence information is provided to NEF and then stored to UDR, according to existing procedures. The traffic influence information specifies how selected traffic should be routed by 5GC.
	The traffic influence information stored in UDR can be used by the PCF to create associated PCC rules for the selected traffic.
1.	The UE performs a normal 5G registration to register with the 5G network.
[bookmark: _GoBack]2.	The UE requests the establishment of a PDU Session, e.g. in order to access the Internet via the 5G network. Whether the UE is outside or inside of an EDN Service Area is determined by the AMF (based on the location information received from the access network) and is forwarded to SMF, which decides not to insert a local UPF in the data path of the PDU Session. 
	Note that the AMF should be able to determine when the UE is inside or outside an EDN area and, for this purpose, the AMF should be configured with information about the EDNs deployed in the 5G network. 
	The SMF subscribes with the AMF to be notified when the UE enters or exists an EDN Service Area.
	In addition, the UE receives the address of a DNS Server. When the UE is outside of an EDN Service Area, the UE receives the address of the Cloud DNS Server, so all DNS queries of the UE are sent to the Cloud DNS Server.
3.	The UE moves to a new location and enters an EDN Service Area. If the UE is in CONNECTED state, or as soon as the UE transits to the CONNECTED state, the AMF receives new location information for the UE and identifies that the UE has entered an EDN Service Area. This information is propagated to SMF with a Notify message.
4.	The SMF configures the UPF to forward subsequent DNS queries from the UE to the EDN DNS Server in the EDN where the UE is located. The SMF should be configured to know the address of the EDN DNS Server in each EDN. If there is already local PSA in the data path, the local UPF can be configured to forward subsequent DNS queries from the UE to the EDN DNS Server.
	The SMF also subscribes with UPF to receive a notification (as the one sent later in step 11a), when the EDN DNS Server provides an answer to a DNS query.
5.	An Application Client in the UE wants to start communication with an Application Server with a hostname (or FQDN) app1.example.com. To resolve the hostname into an IP address, the UE sends a DNS query including the FQDN. 
6.	The UPF detects the DNS query from the UE and (based on the configuration in step 4) it forwards the DNS query to the EDN DNS Server. 
CASE A
10.	The EDN DNS server resolves the FQDN into the IP address "a.b.c.d" and sends a DNS Reply to UPF.
11.	The UPF forwards the DNS Reply to UE (step 11b) but it also notifies the SMF that the UE attempts to communicate with IP address "a.b.c.d" in an EDN based on the subscription from the SMF. 
12.	After receiving the notification in step 11a, the SMF determines if it has a PCC rule (received from PCF during step 2) with traffic influence information for the traffic destined to IP address "a.b.c.d". One such PCC rule is illustrated (see PCC Rule-2 in step 2), which indicates that traffic to IP address "a.b.c.d" should be routed via DNAI-2.
	If the SMF finds a PCC rule with traffic influence information for the traffic destined to IP address "a.b.c.d", the SMF applies the PCC rules, i.e. selects a local UPF that can provide access via DNAI-2 and configures this UPF to route the uplink traffic (sent from UE) to the destination IP address "a.b.c.d" via DNAI-2. All other traffic is routed by the local UPF to the central UPF. 
NOTE 1: 	Later, when the SMF determines that the UE exits the EDN Service Area, the SMF may remove the local UPF from the data path of the PDU Session and can configure the UPF to forward subsequent DNS queries from the UE to a cloud DNS Server.
13.	At this point, user-plane communication takes place between the Application Client in the UE and the edge Application Server in the EDN via the local UPF.
CASE B
10. The EDN DNS server cannot resolve the FQDN into an IP address because there is no Application Server in the EDN identified by the provided FQDN. Therefore, the EDN DNS server responds with a DNS Reply containing no answer (no IP address).
11.	The UPF forwards the DNS query to a cloud DNS server or resolves the FQDN by using its own DNS information (cache). As a result, the FQDN is resolved to the IP address "e.f.g.h".
12.	The UPF sends the DNS Reply to UE.
13. At this point, user-plane communication takes place between the Application Client in the UE and the cloud Application Server via the central UPF.
[bookmark: _Toc43317356][bookmark: _Toc43374828][bookmark: _Toc43375289][bookmark: _Toc43801813][bookmark: _Toc43806079][bookmark: _Toc43806386]6.19.3	Impacts on services, entities and interfaces
This solution has no impact on the UE and no impact on the DNS protocol.
[bookmark: _Hlk48274850]SMF impact:
·  For the standalone ARF-based solution, Tthe SMF needs to select an ARF as the DNS server for a PDU Session and to provide to UE the address of this ARF as the address of the DNS server. Also, the SMF needs to provide to ARF the UE's identity and the UE's IP address, as shown in step 3 of Figure 6.19.2-1.
· For the UPF-based solution, 
· Configuring the UPF with the address of L-DNS server serving the DNAI available to UE’s location and configures the UPF to forward subsequent DNS queries from the UE to the EDN DNS Server in the EDN where the UE is located.
· Optionally, subscribing with UPF to receive a notification for answer to a DNS query.
· Dynamically inserting ULCL and local PSA and optionally configures the traffic routing rule to UPF for subsequent DNS queries targeting FQDNs supported by the DNAI.
UPF:
· For the standalone ARF-based solution, no impact on the UPF.
· For the UPF-based solution, 
· Configured with the address of L-DNS server serving the DNAI available to UE’s location and the uplink forwarding rules to route subsequent DNS queries for FQDNs. 
· Forwarding of DNS message based on the configuration.
· Notifying the SMF with answer to a DNS query.
NOTE:	In this the standalone ARF-based solution the ARF needs to be configured with the deployed Local DNs and their service areas.
Editor's note:	Additional impacts on existing 3GPP nodes and functional elements are FFS.
* * * * End of Change * * * *

3GPP
SA WG2 TD

image2.emf
Edge Application 

Server

Application Client

UE

Edge Data Network (EDN)

NEF

Lower 

layers

8a. Application Client requests 

the IP address of app server.

Provides requested FQDN.

13. User-plane communication takes place between the Application Client 

in UE and Edge Application Server (IP = a.b.c.d) via the local UPF.

8b. DNS Query (FQDN) –over the user plane

AMF SMF PCF

5G Core Network

UPF

9. DNS Query (FQDN) --iterative query

12. SMF inserts a 

local UPF which 

routes all traffic 

from UE to IP 

a.b.d.cvia DNAI-2.

EDN 

DNS

Server

10a. DNS Reply (Answer: IP = a.b.c.d)

UDR

PCC

rules

2. PDU Session Establishment

PCC Rule:

SDF filter (Direction: UL; Dest. IP = a.b.c.d)

QoS policy

Traffic Control (route to DNAI-2)

...

Select UPF

IP = a.b.c.d

6a. UE enters the EDN 

Service Area

10b. DNS Reply (Answer: IP = a.b.c.d)

IP = a.b.c.d

ARF

7. Determine that UE 

enters the EDN Service 

Area. Subsequent DNS 

queries are forwarded to 

EDN DNS Server.

11a. Policy Authorization

Create Req.

(Traffic Filter: Direction: UL; 

Dest. IP = a.b.c.d, 

Route to: DNAI-2)

11b.

PCC

rule

3. Create UE Context req.

(UE IP address, UE Identity) 

4. Subscribe to event 

“UE IP address change”

5. Monitor Location (UE Identity) 

OK 

The DNS Server address sent to 

UE by SMF, is the ARF address

Subscription created

Created 

CASE A

CASE B

10. DNS Reply (No Answer)

12. DNS Reply (Answer: IP = e.f.g.h)

IP = e.f.g.h

Local

UPF

11. Retrieve the 

IP@ by querying a 

cloud DNS server 

or its own cache.

Cloud Application 

Server

IP = e.f.g.h

Edge Data Network 

Configuration Server

0. ARF retrieves EDN info, e.g. EDN Service Area, DNAI, DNS Server address, etc.

1. 5G Registration

6b. Notify (UE Location)

13. User-plane communication takes place between the Application Client 

in UE and Cloud Application Server (IP = e.f.g.h) via the central UPF.

11c. Policy Authorization 

Create Res.


Microsoft_Visio_2003-2010_Drawing1.vsd
Edge Data Network Configuration Server


Edge Application Server


Application Client


UE


Edge Data Network (EDN)


NEF


Lower layers


 6b. Notify (UE Location)


8a. Application Client requests the IP address of app server.
Provides requested FQDN.


13. User-plane communication takes place between the Application Client in UE and Edge Application Server (IP = a.b.c.d) via the local UPF.


8b. DNS Query (FQDN) – over the user plane


AMF


SMF


PCF


5G Core Network


1. 5G Registration


UPF


9. DNS Query (FQDN) -- iterative query


12. SMF inserts a local UPF which routes all traffic from UE to IP a.b.d.c via DNAI-2.


EDN DNS
Server


10a. DNS Reply (Answer: IP = a.b.c.d)


UDR


CASE A


  PCC
  rules


2. PDU Session Establishment


PCC Rule:
	SDF filter (Direction: UL; Dest. IP = a.b.c.d)
	QoS policy
	Traffic Control (route to DNAI-2)
	...


CASE B


Select UPF


IP = a.b.c.d


6a. UE enters the EDN Service Area


11a. Policy Authorization
Create Req.
(Traffic Filter: Direction: UL; 
Dest. IP = a.b.c.d, 
Route to: DNAI-2)


  11b.
PCC
  rule


 3. Create UE Context req.
(UE IP address, UE Identity) 


4. Subscribe to event 
“UE IP address change”


10b. DNS Reply (Answer: IP = a.b.c.d)


 5. Monitor Location (UE Identity) 


 OK 


IP = a.b.c.d


ARF


7. Determine that UE enters the EDN Service Area. Subsequent DNS queries are forwarded to EDN DNS Server.


The DNS Server address sent to UE by SMF, is the ARF address


Subscription created


 Created 


10. DNS Reply (No Answer)


12. DNS Reply (Answer: IP = e.f.g.h)


IP = e.f.g.h


Local
UPF


11. Retrieve the IP@ by querying a cloud DNS server or its own cache.


Cloud Application Server


IP = e.f.g.h


 0. ARF retrieves EDN info, e.g. EDN Service Area, DNAI, DNS Server address, etc.


13. User-plane communication takes place between the Application Client in UE and Cloud Application Server (IP = e.f.g.h) via the central UPF.


11c. Policy Authorization 
Create Res.



image3.emf
CASE A

Edge Enabler 

Server (EES)

Edge Application 

Server (EAS)

Application Client

UE

Edge Data Network (EDN)

NEF

Lower 

layers

5. Application Client requests 

the IP address of app server.

Provides requested FQDN.

5. DNS Query (FQDN) –�over the user plane

AMF SMF PCF

5G Core Network

1. 5G Registration

UPF

6. DNS Query (FQDN)

12. SMF finds a 

PCC rule matching 

IP = a.b.c.d (see 

PCC rule 2).

SMF inserts a local 

UPF which routes 

all traffic from UE 

to IP a.b.d.c via 

DNAI-2.

EDN

DNS

Server

10. DNS Reply (IP = a.b.c.d)

UDR

0. Pre-condition: A function in the EDN, e.g. an Edge Enabler Server, has provided 

³Traffic Influence´�information for each Edge Application Server in the EDN.

  PCC

  rules

2. PDU Session Establishment

PCC Rule 1:

Traffic filter (app Id = xyz)

QoS policy

Traffic Control (route to DNAI-1)

...

PCC Rule 2:

Traffic filter (Direction: UL; Dest. IP = a.b.c.d)

QoS policy

Traffic Control (route to DNAI-2)

...

E.g.

Select UPF

IP = a.b.c.d

Based on UE subscription data, the SMF 

subscribes with AMF to be notified when 

UE enters/exits an EDN Service Area.

3. UE enters the EDN Service Area

4. SMF configures UPF to operate as 

DNS proxy and to send DNS queries 

to the EDN DNS Server. 

3. Notify 

(UE 

enters 

EDN)

11b. DNS Reply (IP = a.b.c.d)

11a. Notify (IP = a.b.c.d)

IP = a.b.c.d

13. User-plane communication takes place between the Application Client 

in UE and Edge Application Server (IP = a.b.c.d) via the local UPF.

Local

UPF

CASE B

10. DNS Reply (No Answer)

12. DNS Reply (Answer: IP = e.f.g.h)

IP = e.f.g.h

11. Retrieve the 

IP@ by querying a 

cloud DNS server 

or its own cache.

Cloud Application 

Server

IP = e.f.g.h

13. User-plane communication takes place between the Application Client 

in UE and Cloud Application Server (IP = e.f.g.h) via the central UPF.


Microsoft_Visio_Drawing.vsdx
CASE A

Edge Enabler Server (EES)
Edge Application Server (EAS)
Application Client
UE
Edge Data Network (EDN)
NEF
Lower layers
5. Application Client requests the IP address of app server.
Provides requested FQDN.
5. DNS Query (FQDN) – over the user plane
AMF
SMF
PCF
5G Core Network
1. 5G Registration
UPF
6. DNS Query (FQDN)
12. SMF finds a PCC rule matching IP = a.b.c.d (see PCC rule 2).
SMF inserts a local UPF which routes all traffic from UE to IP a.b.d.c via DNAI-2.
EDN
DNS
Server
10. DNS Reply (IP = a.b.c.d)
UDR
0. Pre-condition: A function in the EDN, e.g. an Edge Enabler Server, has provided “Traffic Influence” information for each Edge Application Server in the EDN.





PCC
  rules
2. PDU Session Establishment
PCC Rule 1:
	Traffic filter (app Id = xyz)
	QoS policy
	Traffic Control (route to DNAI-1)
	...
PCC Rule 2:
	Traffic filter (Direction: UL; Dest. IP = a.b.c.d)
	QoS policy
	Traffic Control (route to DNAI-2)
	...


E.g.

Select UPF


IP = a.b.c.d
Based on UE subscription data, the SMF subscribes with AMF to be notified when UE enters/exits an EDN Service Area.
3. UE enters the EDN Service Area

4. SMF configures UPF to operate as DNS proxy and to send DNS queries to the EDN DNS Server.
3. Notify (UE enters EDN)

11b. DNS Reply (IP = a.b.c.d)
11a. Notify (IP = a.b.c.d)
IP = a.b.c.d
13. User-plane communication takes place between the Application Client in UE and Edge Application Server (IP = a.b.c.d) via the local UPF.
Local
UPF
CASE B
10. DNS Reply (No Answer)
12. DNS Reply (Answer: IP = e.f.g.h)
IP = e.f.g.h
11. Retrieve the IP@ by querying a cloud DNS server or its own cache.
Cloud Application Server
IP = e.f.g.h

13. User-plane communication takes place between the Application Client in UE and Cloud Application Server (IP = e.f.g.h) via the central UPF.



image1.emf
Local Data Network-

1 (L-DN-1)

5G Core Network

Cloud

Application 

Server

DNAI-1

Edge 

Application Server

Cloud Data Network

L-DN-1

Service Area

Application 

Client

L-DN-1

DNS Server

UE

Cloud

DNS Server

DNS Server/

Proxy (ARF)

Local Data Network-

2 (L-DN-2)

Edge 

Application Server

L-DN-2

DNS Server

DNAI-2

Application 

Client

UE

L-DN-2

Service Area

Application 

Client

UE

5G-RAN

app1.example.com

IP a.b.c.d

app1.example.com

IP j.k.l.m

app1.example.com

IP e.f.g.h

2. Determine UE 

location and 

forward DNS query 

based on the UE 

location

1. UE sends DNS query 

for app1.example.com

Control-plane 

interface

5G-RAN

5G-RAN


Microsoft_Visio_2003-2010_Drawing.vsd
Local Data Network-1 (L-DN-1)


5G Core Network


Cloud
Application Server


DNAI-1


Edge 
Application Server


Cloud Data Network


5G-RAN


L-DN-1
Service Area


Application Client


L-DN-1
DNS Server


UE


app1.example.com
IP a.b.c.d



